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List of Users and Security Authorized Functions and Definitions
	Code
	Description
	Definition

	
	Accounting
	

	ACT01
	View Accounting Transactions
	The View Accounting Transactions function refers to opening and viewing any client's accounting window.

Each client's Accounting window will contain payment, invoice, statement, and purchasing information pertaining to the selected client. 

To secure the View Accounting Transactions function, authorize the User Group you want to be able to view the clients' accounting information. Any staff member not contained in the User Group authorized to View Accounting Transactions will not be able to get into any client's Accounting window.

With the View Accounting Transactions function secured authorized to a User Group, if you are not contained in the User Group that has been authorized with this function or the Administer Avimark Security (System-wide authority) function, you will receive an Allow Access window prompting for an authorized password and will not be allowed to enter the client accounting window.

To remove the security of a function remove the function from all User Groups' Authorized Functions list. Each User Group, when selected, will display a list of Authorized Functions at the bottom of the Security Maintenance window.


	ACT02
	Enter Payments and Adjustments
	This function offers the ability to secure the function of adding any payments and/or account adjustments into any client’s Accounting for... window.


	ACT03
	Remove Accounting Transactions
	This function allows you to secure the ability to delete any client’s accounting transactions.

This may be of significant importance in regards to deleting cash transactions. As mentioned above, if there are indeed certain user groups (e.g. office manager, etc.) that you DO want to allow to delete transactions, you would simply authorize them this function.


	ACT04
	Print Invoices
	Secure this function is you wish to prevent certain personnel from printing or otherwise closing a client invoice.
 
This would keep certain junior staff from accidentally closing an invoice and indicating that the patient had been released.

	ACT05
	Discount Treatments and Items
	This function lets you prevent certain personnel from changing the prices of treatments and items to an amount that is less than the default price set in Work with...Treatments or Inventory.

This would keep staff from discounting goods and services to family and friends without authorization.


	ACT06
	Change Posting Date
	Secure this function if you wish to prevent certain users from changing the posting date for client accounting transactions.

This would prevent charges from accidentally being entered into the Medical History of a patient on one day and posted as of another date without authorization from a manager.

If you intend to change the Avimark posting date, understand that this needs to be done on each computer unless the Posting Date Hospital Wide option is selected in the Hospital Setup window. This is because each computer keeps its own date and time.


	ACT07
	Change Account Adjustments
	Secure this function if you wish to prevent certain users from making changes to existing client account records.


	ACT08
	Enter Doctor’s Instructions
	Secure this function if you wish to prevent certain users from adding account adjustments to client account records.


	ACT09
	Transfer Invoices
	Secure this function if you wish to prevent users from entering Doctor’s Instructions that will be printed on the client’s invoice.


	ACT10
	Transfer Invoices
	You may secure other users from transferring client invoices from one client’s account to another with this function authorized.


	ACT11
	Update Client’s Licenses
	The Update Client's License function refers to changing or entering the client's driver license number in the Enter Payment window.
 
The, check Type, Enter Payment window available from the Invoice, or client Accounting window contains a D/ L no. field for entering the client's driver license number or changing the number displayed if different.
 
If the D/ L no. field in the Client Information window contains a number prior to opening an Enter Payment window, the number will be displayed in the D/ L no. field of the Enter Payment window when it opens.
 
If this number is incorrect or different you may enter the correct number in the D/ L no. field. When you complete entering the payment information into the Enter Payment window and click the Done button, if you have the authority to Update Client's License, the D/ L no. field in the Client Information window will be updated to the new number.


	ACT12
	View/Print Pre-Invoice
	The View/Print Pre-Invoice function refers to selecting the Pre-invoice, right-click option, in the Client Information area or the client Accounting window.
 
To secure the View/Print Pre-Invoice function, authorize the User Group you want to be able to create and view the pre-invoice for the client. Any staff member not contained in the User Group authorized to View/Print Pre-Invoice will not be able to create, open, pre-view, or print a pre-invoice for a client using the pre-invoice option.
 
With the View/Print Pre-Invoice function secured or authorized to a User Group, if you are not contained in the User Group that has been authorized with this function or the Administer Avimark Security (System-wide authority) function, you will receive an Allow Access window prompting for an authorized password and will not be allowed to enter the client accounting window.
 

	ACT13
	Cancel Credit-Card Authorizations
	Authorize the Cancel Credit Card Authorizations function to the user category you want to be able to cancel the processing of credit card payments, only, if you wish to prevent all other staff members, not contained in that category, from canceling the processing of credit card payments.


	ACT14
	Change Accounting Site Options
	To prevent other users from changing Site Accounting Values, specified on the Advanced Tab in Hospital Setup, secure this option.


	ACT15
	Change Accounting User Options
	To prevent other users from changing User Accounting Values, specified on the Advanced Tab in Hospital Setup, secure this option.


	ACT16
	Change Accounting Invoicing Options
	To prevent other users from changing Values for Invoices, specified on the Advanced Tab in Hospital Setup, secure this option.


	ACT17
	Change Statement Site Options
	To prevent other users from changing Site Statement values, specified on the Advanced Tab in Hospital Setup, secure this option.


	ACT18
	Change Statement User Options
	To prevent other users from changing User Statement values, specified on the Advanced Tab in Hospital Setup, secure this option.


	ACT19
	Void Credit Card Transactions
	To prevent users from voiding credit card transactions, secure this option.


	ACT20
	Run Recurring Payments
	To prevent Payment Solution users from receiving the prompt "Avimark need to check for Recurring Payment.  Continue?" secure this option.


	ACT21
	Void Check Transactions
	Secure users from voiding check transactions.


	ACT22
	MPS Manual Batch
	Secure users from manually processing a Payment Solutions batch.
 

	ACT23
	Reset Recurring Charges
	Secure users from applying recurring charges to a Client Account. 

	
	Appointments
	

	APT01
	Make new Appointments
	Secure this function to prevent users from making new appointments for patients.


	APT02
	Make Appointments for Client with Missed Appointments
	Secure this function to prevent users from having the access to make changes to existing appointments.

	APT03
	Change Appointment Site Options
	Secure this function to prevent users form removing appointments.


	APT04
	Change Appointment User Options
	Authorize the Make Appointments for Clients with Missed Appointments to the supervisor user Category you want to have this authority. By authorizing this function to a user category, you are securing the feature from other staff members.

With the function selected use the right-click menu's Select option or press the spacebar on the key board to select the function to be authorized to the selected user Category.


	APT05
	Change Appointments
	To prevent other users from changing Site Appointment values, specified on the Advanced Tab in Hospital Setup, secure this option.


	APT06
	Remove Appointments
	To prevent other users from changing User Appointment values, specified on the Advanced Tab in Hospital Setup, secure this option.


	APT07
	New Blockoffs
	Secure this function to prevent users from making new blockoffs on the appointment calendar.


	APT08
	Change Blockoffs
	Secure this function to prevent users from having the access to make changes to existing blockoffs.


	APT09
	Remove Blockoffs
	Secure this function to prevent users from removing blockoffs.


	APT10
	Add Daily Blockoffs
	Secure this function to prevent users from adding daily blockoffs.

	APT11
	Change Daily Blockoffs
	Secure this function to prevent users from changing daily blockoffs.

	APT12
	Remove Daily Blockoffs
	Secure this function to prevent users from removing daily blockoffs.

	APT13
	Launch Virtual Visit
	Secure this function to prevent users from launching virtual visits.

	APT14
	Delete Virtual Visit Link
	Secure this function to prevent users from deleting virtual visit links.

	
	Boarding
	

	BRD01
	Make New Reservations
	Secure this function to prevent users from making new boarding reservations for patients.


	BRD02
	Change Reservations
	Secure this function to prevent users from having the access to make changes to existing boarding reservations.


	BRD03
	Remove Reservations
	Secure this function to prevent users from removing reservations.


	BRD04
	Change Boarding User Options
	To prevent other users from changing User Boarding values, specified on the Advanced Tab in Hospital Setup, secure this option.


	BRD05
	Change Boarding Site Options
	To prevent other users from changing Site Boarding values, specified on the Advanced Tab in Hospital Setup, secure this option.


	BRD06
	Enter/Change/Remove Facilities
	To prevent other users from entering, changing or removing boarding facilities from the Boarding Calendar.


	
	Care Credit
	

	CCT01
	Access Care Credit
	Secure this function to prevent users from accessing the care credit portal.

	
	Client Information
	

	CLT01
	Enter Client Information
	Secure this function if you wish to prevent certain users from either adding or changing clients in Avimark.
 
If you secure this function, other users will not be able to choose either right-click...New or right-click...Change from the Client Area of the CID (unless you authorize them also to perform the function).
 
Of course, any user may view the Client Area of the CID.


	CLT02
	Remove Client Information
	Secure this function if you wish to prevent certain users from deleting clients from Avimark.


	CLT03
	Add Client ‘More stuff’
	Secure this function to protect users from adding Additional Data Fields to any client’s information.

	CLT04
	Change Client ‘More Stuff’
	Secure this function to protect users from being able to make changes to client’s More Stuff (Additional Data Fields).

	CLT05
	Remove Client ‘More Stuff’
	Secure this function to keep users from removing client’s More Stuff information.

	CLT06
	Enter Client Notes
	Secure this function to protect users from having the ability to enter notes on clients.


	CLT07
	Change Client Site options
	To prevent other users from changing Site Client Information values, specified on the Advanced Tab in Hospital Setup, secure this option.


	CLT08
	Change Client User Options
	To prevent other users from changing User Client Information values, specified on the Advanced Tab in Hospital Setup, secure this option.


	CLT09
	Add Client Referrals
	To prevent users from adding client referrals secure this option.


	CLT10
	Remove Client Referrals
	To prevent users from removing client referrals secure this option.


	CLT11
	Work With Recurring Payments
	To prevent users from working with recurring payments secure this option.


	CLT12
	View/Change Client Driver’s License
	Prevent users from viewing or changing the client's driver's license number.


	CLT13
	View/Change Client SSN
	Prevent users from viewing or changing the client's Social Security Number.


	CLT04
	View/Change Client Date of Birth
	Prevent users from viewing or changing the client's date of birth.


	CLT15
	Add Client Alert
	Securing this function will prevent other users from adding client alerts.


	CLT16
	Change Client Alert
	Securing this function will restrict other users from changing client alerts.


	CLT17
	Remove Client Alert
	Securing this function will restrict other users from removing client alerts.


	
	Diagnosis List
	

	DGN01
	Add New Diagnosis
	Secure this feature if you wish to prevent other users from adding new diagnoses to the diagnosis list.


	DGN02
	Change Diagnosis
	Secure this function if you wish to prevent other users from changing information in the diagnosis list within Avimark.


	DGN03
	Remove Diagnosis
	To prevent users from removing diagnoses from the Avimark diagnosis list, secure this function.



	
	Estimates
	

	EST01
	Work With Estimates
	Authorize the Work With Estimates function to the user category containing the user(s) you wish to grant the ability to enter the Estimate List Maintenance window. Protect estimates from being changed by authorizing the Change Estimates function to the user category you wish to allow to change estimates contained in the Estimate List Maintenance window.
 Once this function has been assigned to a user category, staff who have not been authorized to Change Estimates will not have the authority to change any estimate contained in the Estimate List Maintenance window.
 
Note:
This is not referring to the patient estimate contained on the patient's Estimates tab. Once the estimate is chosen from the Estimate List Maintenance window and recorded on the Estimates tab, staff members not authorized to Change Patient Estimates will be able to change the estimate for the selected patient.
To protect patient estimates from being changed authorize the Change Patient Estimate function.


	EST02
	Change Estimates
	Protect estimates from being changed by authorizing the Change Estimates function to the user category you wish to allow to change estimates contained in the Estimate List Maintenance window.
 
Once this function has been assigned to a user category, staff who have not been authorized to Change Estimates will not have the authority to change any estimate contained in the Estimate List Maintenance window.
 
Note:
This is not referring to the patient estimate contained on the patient's Estimates tab. Once the estimate is chosen from the Estimate List Maintenance window and recorded on the Estimates tab, staff members not authorized to Change Patient Estimates will be able to change the estimate for the selected patient.
To protect patient estimates from being changed authorize the Change Patient Estimate function.


	EST03
	Enter Patient Estimates
	Secure this function to prevent users from entering patient’s estimates. 

	EST04
	Enter Patient Estimates
	Authorize the Enter Patient Estimates option to the user category containing staff members whom you want to grant the ability to create or select estimates for patients.
Note:
This function refers to the patient's Estimates tab not the Estimate List Maintenance window.


	EST05
	New Patient Estimate Entries
	Prevent users from adding new entries on a patient estimate.


	EST06
	Change Patient Estimates
	Protect patient estimates from being changed by authorizing the Change Patient Estimates function to the user category you wish to allow to change patient estimates.
 
Once this function has been assigned to a user category, staff who have not been authorized the Change Patient Estimates will not have the authority to change any estimate contained on the patient's Estimates tab.


	EST07
	Remove Patient Estimates
	Protect patient estimates from being removed by authorizing the Remove Patient Estimates function to the user category you wish to allow to remove patient estimates.
 
Once this function has been assigned to a user category, staff who have not been authorized the Remove Patient Estimates will not have the authority to, and will not be allowed to, remove estimates.


	EST08
	Change Patient Estimate Amounts
	Protecting the editing of the Amount field for entries contained on a patient specific estimate can be secured by authorizing the Change Patient Estimate Amounts function to the staff members you wish to grant this authority.
 
Once this function has been assigned to a user category, staff who have not been authorized the Change Patient Estimate Amounts will continue to have the authority to make any changes necessary to the Estimate, except, changes to the amount fields.


	EST09
	Remove Patient Estimate Entries
	To prevent users from removing patient estimate entries secure this option.


	EST10
	Lock Patient Estimate Entries
	Secure this function to prevent users from locking patient estimate entries. 

	
	Follow-ups
	

	FL01
	Add Follow-up Entries
	Secure this function to prevent users from making new follow-ups for patients.


	FL02
	Change Follow-up Entries
	Secure this function to prevent users from having the access to make changes to existing follow-ups.


	FL03
	Remove Follow-ups Entries
	Secure this function to prevent users form removing follow-ups.

	FL04
	Post Follow-ups Entries
	Secure this function to prevent users form posting follow-ups.

	
	Hospital Scheduling
	

	SCH01
	Release Patients for Check-out
	Authorize the Release Patients for Checkout option to all staff that will be entering services and items received during the visit into the computer but not cashing the client out.
 
This option helps to ensure the client is being charged for all services and items received during the visit when leaving the clinic.
 
If your clinic has technicians or other staff who will be entering the services and items received during the visit in the back and the receptionist is, only, responsible for taking the cash from the client you will want to use the Control patient checkout option on the Miscellaneous Tab in Hospital Setup in addition to authorizing the technicians the option of releasing patients for checkout.
 
Only authorize the employees who will be entering the services and items received in the back and not cashing the clients out the authority to Release Patients for Checkout.


	SCH02
	Change Check-in Process Site Options
	To prevent other users from changing Site Check-in values, specified on the Advanced Tab in Hospital Setup, secure this option.


	SCH03
	Change Check-in Process User Options
	To prevent other users from changing User Check-in values, specified on the Advanced Tab in Hospital Setup, secure this option.


	
	Information Search
	

	RPT15
	Use Information Search
	Gives rights to the user or group to open Information Search.


	INF01
	Add Information Search Criteria
	Allows the users or groups to add criteria to an existing search.


	INF02
	Change Information Search Criteria
	Users or groups with rights to this option can edit existing searches.


	INF03
	Remove Information Search Criteria
	Users or groups allowed access to this function can remove search criteria from an existing search.


	INF04
	Print/E-mail/Export Information Search Results
	With rights to this function, users are allowed to print search results, email search results, or export the search results.


	INF05
	Perform Information Search Searches
	Users who are allowed access to Information Search can perform searches already setup.


	
	Insurance
	

	INS01
	Create/Edit Insurance Claims
	This function allows designated users or groups to create and edit insurance claims on behalf of clients for their patients.


	INS02
	Create/Edit Patient Insurance Policies
	Users/Groups with rights to this Insurance function are able to create and edit insurance policies for patients.


	INS03
	Submit Insurance eQuotes
	Users/Groups with rights to this function are able to submit insurance eQuotes.


	
	Inventory
	

	INV01
	Add New Inventory Items
	When using Work with...Inventory, secure this function to prevent certain users from adding new items to the list.


	INV02
	Remove Inventory Items
	When using Work with...Inventory, secure this function to prevent certain users from deleting items from the list.	

	INV03
	Add New Inventory Categories
	Secure this function if you wish to prevent certain users from adding new inventory categories to the list.


	INV04
	Remove Inventory Categories
	Secure this function if you wish to prevent certain users from deleting inventory categories.
 
Unless authorized, those users would not be able to choose right-click...Remove and thereby delete any inventory category.


	INV05
	Change Item Information
	Secure this function if you wish to prevent certain users from changing inventory item information.
Unless authorized, those users would not be able to choose right-click...Change for any item in the list.


	INV06
	Create New purchase Orders
	Secure this function if you wish to prevent certain users from creating new inventory purchase orders.

This would let them work with existing orders that have been made by the administrator but could not add new orders on their own.


	INV07
	Work With purchase Orders
	Secure this function if you wish to prevent certain users from being able to release, receipt and otherwise change existing orders.
 
This would probably be used along with the previous function (Create new purchase orders) to prevent unauthorized staff from using the purchase ordering function of Avimark.


	INV08
	Markup Inventory Prices
	Secure this function if you wish to prevent unauthorized personnel from using the mark-up function of Avimark to raise prices (or other related values) for inventory.


	INV09
	Print Inventory Reports
	Secure this function if you wish to prevent unauthorized personnel from using the inventory Print menu to print inventory reports.


	INV10
	Adjust Quantity on Hand
	Secure this function if you wish to prevent unauthorized personnel from changing any on hand quantities in Avimark, thus misrepresenting actual quantities.


	INV11
	Add Items to Need List
	Secure this function to prevent users from adding items to any need list.


	INV12
	Remove Items from Need List
	Secure this function to prevent users from removing items off any need list.


	INV13
	Change Inventory Site Options
	To prevent other users from changing Site Inventory Values specified in Hospital Setup...Advanced Tab, secure this option.


	INV14
	Change Inventory User Options
	To prevent other users from changing User Inventory values, specified on the Advanced Tab in Hospital Setup, secure this option.


	INV15
	Change Inventory with on Hand Exception
	To prevent other users from changing Item information with the exception of the On Hand Quantity.


	INV16
	Change Inventory Category Markup Percent
	To prevent other users from changing Markup Percent on the Inventory Category.


	INV17
	Change Inventory Markup Percent
	To prevent other users from changing Markup Percent on the Inventory Item.


	INV18
	Change Item Code Records
	To prevent other users from changing Pharmacy Company Codes on the Pharmacy Tab of the Items.


	INV19
	Change Refill Information
	Only allows authorized users to change the refill options on a prescription being refilled.


	
	Medical History
	

	MED01
	Enter Medical History
	By securing this function, you will prevent any unauthorized personnel from using right-click...New from the Medical History Area of the CID to add new Medical History entries.


	MED02
	Remove Medical History
	By securing this function, you will prevent any unauthorized personnel from using right-click...Remove from the Medical History Area of the CID to delete Medical History entries.


	MED03
	Change Medical History
	Allows changes to be made to only the un-posted entries. If this function is secured, a non-authorized user will be able to change information on an un-posted entry but for a posted entry the Change window will be displayed in the View Only mode.


	MED04
	Add new Medical Condition Information
	By securing this function, you will prevent any unauthorized personnel from using right-click... Med Condition from the Medical History Area of the CID to create a new Medical Condition entry.

If you need to add this function to your list, use the code, "MED04” and a description of “Adding new Medical Condition Information”.


	MED05
	Change Medical Condition Information
	By securing this function, you will prevent any unauthorized personnel from using right-click... Med Condition from the Medical History Area of the CID and change Medical Condition entries.

If you need to add this function to your list, use the code, "MED05” and a description of “Changing Medical Condition Information”.

	MED06
	Remove Medical Condition Information
	By securing this function, you will prevent any unauthorized personnel from using right-click...Medical Condition from the Medical History Area of the CID to delete Medical Condition entries.
If you need to add this function to your list, use the code, "MED06” and a description of “Deleting Medical Condition Information”.


	MED07
	Enter Medical History in History Mode
	By securing this function, you will prevent any unauthorized personnel from using right-click...New from the Medical History Area of the CID to add new Medical History entries when you are using History Mode.

If you need to add this function to your list, use the code, "MED07” and a description of “Adding Medical History in History Mode”.


	MED08
	Change Inventory Used
	By securing this function, you will prevent any unauthorized personnel from using right-click...Change from the Medical History 

Area of the CID to change Inventory entries.
If you need to add this function to your list, use the code, "MED08”.


	MED09
	Remove Inventory Used
	Secure this function to prevent users access to remove inventory items attached to treatments in Medical History. These items will show up under the attachment of Inventory used.


	MED10
	Enter Medical History Notes
	Secure this function to prevent users from adding notes to Medical History entries.


	MED11
	Lock Medical History Notes
	Limits the users who can lock medical history notes.


	MED12
	Add Med History ‘More Stuff’
	By securing this function, you will prevent any unauthorized personnel from adding More Stuff values attached to Medical History.


	MED13
	Change Med History ‘More Stuff’
	By securing this function, you will prevent any unauthorized personnel from changing More Stuff values attached to Medical History.


	MED14
	Remove Med History ‘More Stuff’
	By securing this function, you will prevent any unauthorized personnel from removing More Stuff values attached to Medical History.
 

	MED15
	Remove Unposted History
	Authorize the Remove Un-posted History option to user Categories you want to be able to remove Medical History entries that have not been posted to an invoice.

If you want all staff members, in all user Categories, to be able to remove un-posted Medical History entries do not authorize the Remove Un-posted History function to any User Category. This will leave the function open to all staff members.

	MED16
	Change Medical History Site Options
	To prevent other users from changing Site Medical History values, specified on the Advanced Tab in Hospital Setup secure this option


	MED17
	Change Medical History User Options
	To prevent other users from changing User Medical History values, specified on the Advanced Tab in Hospital Setup, secure this option.


	MED18
	Enter Inventory with Quantity Less Than One
	Secure this function to prevent users from entering Inventory with a quantity less than one into a patient’s Medical History.


	MED19
	Enter Services with Quantity Less Than One
	Secure this function to prevent users from entering Treatments with quantity less than one into a patient’s Medical History.


	MED20
	Enter Services with Incorrect Company Number
	Secure this function to restrict users from entering a different company number on services entered into medical history.


	MED21
	Unlock Medical History Notes
	Limit who can unlock notes in Medical History.


	MED22
	Add Inventory Used to Unposted History
	Prevent users from being able to add inventory used to Medical History that is unposted.


	MED23
	Add Inventory Used to Posted History
	Prevent users from being able to add inventory used to Medical History that is posted.


	MED24
	Change Unposted Medical History
	Secure this function to prevent users from having the ability to make changes to an unposted medical history entry.


	MED25
	Lock Medical Condition Record
	Secure this function to prevent users from having the ability to lock medical condition records. 


	
	MSS Pet ID
	

	PI01
	Run Pet ID Wizard
	Authorizes the user to run the Pet ID Wizard and make adjustments.  For more information on Pet ID contact 877-677-7384, option 7.


	PI02
	Transmit Pet ID Data
	Authorizes the user to send data to MSS Pet ID for the cards to be printed.


	
	Note Glossary
	

	GL01
	Add Glossary Entries
	Secure the adding of glossary entries from being added by any staff member by authorizing this function to user categories containing, only, staff members whom you want to add glossary entries to the Glossary window.


	GL02
	Change Glossary Entries
	Secure the changing of glossary entries by any staff member, by authorizing this function to user categories containing, only, staff members whom you want to allow to change glossary entries in the Glossary window.


	GL03
	Remove Glossary Entries
	Secure the removal of glossary entries by any staff member, by authorizing this function to user categories containing, only, staff members whom you want to allow to remove glossary entries from the Glossary window.


	
	Ownership History
	

	OWN01
	Remove Ownership Entries
	To prevent users from removing ownership entries secure this option.

	OWN02
	Add Ownership Entries
	To prevent users from adding ownership entries secure this option.


	OWN03
	Change Ownership Entries
	To prevent users from changing ownership entries secure this option.


	
	Patient History
	

	PAT01
	Enter Patient Information
	Secure this function to prevent unauthorized personnel from adding and/or changing patient information on the CID.


	PAT02
	Remove Patient Information
	Secure this function to prevent unauthorized personnel from deleting patient information on the CID.

	PAT03
	Enter and Remove Patient Reminders
	Secure this function to prevent unauthorized personnel from entering and deleting patient reminder information from the Reminders folder area on the CID.


	PAT04
	Add Patient ‘More Stuff”
	Secure this function to prevent users from adding Additional Data Fields to patients.


	PAT05
	Change Patient ‘More Stuff’
	Secure this function to prevent users from changing the More Stuff information on patients.


	PAT06
	Remove Patient ‘More Stuff’
	Secure this function to prevent users from removing patient’s More Stuff information.


	PAT07
	Enter Patient Notes
	Secure this function to prevent users from entering patient notes.


	PAT08
	Change Patient User Options
	To prevent other users from changing User Patient Information values, specified on the Advanced Tab in Hospital Setup, secure this option.


	PAT09
	Change patient Site Options
	To prevent other users from changing Site Patient Information values, specified on the Advanced Tab in Hospital Setup, secure this option.


	PAT10
	Print Patient Chart
	Authorize, or secure, this function to a User Group only if you want to prevent other staff members, not contained in the authorized User Group, from being able to print Patient Charts.

	PAT11
	Move Patients
	Authorize, or secure, this function to a User Group only if you want to prevent other staff members, not contained in the authorized User Group, from being able to move a patient's record from one client to another.

	PAT12
	Add Patient Alert
	Securing this function will restrict other users from adding patient alerts.


	PAT13
	Change Patient Alert
	Securing this function will restrict other users from changing patient alerts.


	PAT14
	Remove Patient Alert
	Securing this function will restrict other users from removing patient alerts.


	PAT15
	Change Patient Wellness Plan
	Securing this function will restrict other users from changing patient wellness plans.


	
	Prescription
	

	PRE01
	Add Drug Labels
	Secure this function to prevent users from adding drug labels. 

	PRE02
	Change Drug Labels
	Secure this function to prevent users from changing the drug labels.

	PRE03
	Remove Drug Labels
	Secure this function to prevent users from removing the drug labels.

	PRE04
	Send Prescriptions to Covetrus Prescription Ordering
	Secure this function to prevent users from sending prescriptions to the Covetrus Prescription ordering system. 

	
	Problem List
	

	PRBL01
	Change Problem List Entries
	Authorize the Change Problem List Entries function to the user category you want to be able to change the entries in the Problem List window, only, if you wish to prevent all other staff members, not contained in that category, from changing the entries.


	PRBL02
	Remove Problem List Entries
	Authorize the Remove Problem List Entries function to the user category you want to be able to remove the entries in the Problem List window, only, if you wish to prevent all other staff members, not contained in that category, from removing the entries.


	PRBL03
	Enter/Change Problem List Protocols/Notes
	Authorize the Enter/Change Problem List Entries function to the user category you want to be able to enter new and change entries in the Problem List window, only, if you wish to prevent all other staff members, not contained in that category, from entering and changing the entries.


	
	Q&A
	

	Q&A01
	Enter Q & A
	Secure this function to prevent users from entering into the Q & A area. 

	Q&A02
	Remove Q & A Entries
	Secure this function to prevent users from removing entries from the Q & A area.

	
	Reminders
	

	REM01
	Add New Reminder Templates
	Secure this function to prevent users from having access to add new templates to treatments, items, or diagnosis.


	REM02
	Remove Reminder Templates
	Secure this function to prevent users from removing reminder templates.


	REM03
	Change Reminder Templates
	Secure this function to prevent users from making changes to existing reminder templates.


	REM04
	Apply Reminder Templates
	You may wish to secure the authority to “apply” the templates that have been defined for all your patients in Avimark .


	REM05
	Print Reminders
	You may use this function to secure the ability to print reminders using Work with Reminders.


	REM06
	Print Reminder Analysis
	Secure this function to prevent users from printing the reminder analysis with Work with...Reminders.


	REM07
	Change Reminder Site Options
	To prevent other users from changing Site Reminder values, specified on the Advanced Tab in Hospital Setup, secure this option.


	REM08
	Change Reminder User Options
	To prevent other users from changing User Reminder values, specified on the Advanced Tab in Hospital Setup, secure this option.


	REM09
	Access Rapport Media Center and Administration
	Secure users from being able to access the Rapport Media Center and Administration.

	REM10
	Access Rapport Media Center
	Secure users from being able to access the Rapport Media Center.

	
	Reports
	

	RPT01
	Print End of Period Reports
	Authorize the Print End of Period Reports function to user Categories you want to be able to print reports from the End of Period Reports window.

If you want all staff members to be able to print reports from the End of Period Reports window do not authorize the Print End of Period Reports function to any user Category. This will leave the function open to all staff members.


	RPT02
	Print Monthly End of Period Reports
	Authorize the Print Monthly End of Period Reports function to user Categories you want to be able to print reports by month in the End of Period Reports window.

If you want all staff members to be able to print reports by month from the End of Period Reports window do not authorize the Print Monthly End of Period Reports function to any user Category. This will leave the function open to all staff members.


	RPT03
	Print Yearly End of Period Reports
	Authorize the Print Yearly End of Period Reports function to user Categories you want to be able to print reports by year in the End of Period Reports window.

If you want all staff members to be able to print reports by year from the End of Period Reports window do not authorize the Print Yearly End of Period Reports function to any user Category. This will leave the function open to all staff members.


	RPT04
	Print Deposit Slip
	To secure the printing of the Deposit Slip report from being printed by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to print the Deposit Slip.


	RPT05
	Print Period Totals Report
	To secure the printing of the Period Totals Report from being printed by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to print the Period Totals Report.


	RPT06
	Print Transaction Summary report
	To secure the printing of the Transaction Summary Report from being printed by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to print the Transaction Summary Report.


	RPT07
	Print Account Summary Report
	To secure the printing of the Account Summary Report from being printed by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to print the Account Summary Report.


	RPT08
	Print Transaction Journal Report
	To secure the printing of the Transaction Journal Report from being printed by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to print the Transaction Journal Report.


	RPT09
	Print Income by Treatment Report
	To secure the printing of the Income by Treatment Report from being printed by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to print the Income by Treatment Report.


	RPT10
	Print Audit Trail Report
	To secure the printing of the Audit Trail report from being printed by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to print the Audit Trail report.


	RPT11
	Print Rabies Report
	To secure the printing of the Rabies Report from being printed by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to print the Rabies Report.


	RPT12
	Print Treatment Control Log
	To secure the printing of the Treatment Control Log report from being printed by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to print the Treatment Control Log report.


	RPT13
	Print Controlled Substance Report
	To secure the printing of the Controlled Substance Report from being printed by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to print the Controlled Substance Report.


	RPT14
	Use Practice Analysis
	To secure the printing of the Practice Analysis report from being printed by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to print the Practice Analysis report.


	RPT16
	Print Income by Provider
	Authorize the Print Income by Provider function to all user Categories you want to have access to the printing and previewing of the Income by Provider report in the End of Period Reports window.

The Income by Provider report can be used as the reference report for paying doctor's salary commissions for their sales made during a specified period of time.

The Income by Provider report does not include totals that have been charged on account. The Transaction Summary report can be used as a reference report for doctor's sales commissions and does include charged sales in the doctors' totals.

If you want all staff members to be able to print the Income by Provider report do not authorize the Print Income by Provider function to any user Category. This will leave the function open to all staff members.


	RPT17
	View Bottom Line
	Secure this function if you wish to prevent users from clicking the Bottom Line option in (menu) Work with...Reports to see Total Charges and Total Payments.


	RPT18
	Print Tax by Area Report
	Authorize the Print Tax By Area Report function to the user category you want to be able to print this report, only, if you wish to prevent all other staff members, not contained in that category, from printing or previewing this report.


	RPT19
	Change Patient Chart User Options
	To prevent other users from changing User Patient Chart values, specified on the Advanced Tab in Hospital Setup, secure this option.


	RPT20
	Change Patient Chart User Options
	To prevent other users from changing Site Report Values specified on the Advanced Tab in Hospital Setup, secure this option.

	RPT21
	Print Patients by Treatments Report
	To secure the printing of the Patients by Treatment Report from being printed by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to print the Patients by Treatment Report.


	RPT22
	Change Report User Options
	To prevent other users from changing User Report values, specified on the Advanced Tab in Hospital Setup, secure this option.


	RPT23
	Run PetWise Analytics
	

	RPT24
	Print Commission Report
	

	
	System Administration
	

	ADM01
	Administrator Avimark (System-wide Authority)
	Authorize the Administer Avimark Security (System-wide Authority) to, only, the User Group(s) you want to be able to do everything in the Avimark program regardless of what functions are secured.

In order to have the ability to ignore the message indicating another user is entering information, open, enter, and/or change information into a, Medical History, Notes or Medical Condition Record window your User Group must have the Administer Avimark Security (System-wide Authority) authorized.


	ADM02
	Work With Users and Security
	The Work with Users and Security function refers to opening and viewing information contained within the Security Maintenance window.

Secure this function to Hospital Administrators if you do not want to allow all users to view Users and Security or to only personnel whom you want to have access to this information. Such as, the office manager or payroll manager.

If this function and the ADM03 function is authorized to user Categories, other than Hospital Administration, the staff members contained in those categories will be allowed to add and change user information and authorized functions within their user Category, as well as, for staff members contained in user Categories having less authority than they do.


	ADM03
	Authorize Avimark Functions to Users
	The Authorize Avimark Functions to Users function allows the authorized personnel the ability to authorize functions and add new employees to all categories other than the Administrative user category.

However, personnel authorized to Authorize Avimark Functions to Users will be restricted in their security-granting access.  A user within a category having the ability to authorize security functions to others will be restricted to authorizing only those security functions that are currently assigned to his user group.

Example:  User Group A is authorized to Work with Users and Security and Authorize Avimark Functions to Users so that its users can add new employees to the database when necessary.  With this authority, Group A will be able to add new users and authorize them functions, when necessary, but this group will not be able to add new users to the System Administrator group or move any existing user to a different user group that has higher security than the group that user is a part of.  In addition to this restriction the user with this authority will not be able to add any security function to other groups other than the functions that are currently authorized to the assigning user (Work with Users and Security and Authorize Avimark Functions to Users.)
The Work with User and Security and Authorize Avimark Functions to Users functions are contained in the System Administration function category.


	ADM04
	Change Hospital Information
	Secure this function of Avimark if you don’t want certain employees to have the ability to make changes to the setup specification found in the Hospital Setup window.


	ADM05
	Go to MS-DOS Prompt
	Secure this function if you don’t want certain staff to be able to choose Utilities...MS DOS prompt.

This might be important to keep them from erasing certain sensitive data or security files from the DOS environment window


	ADM06
	Backup Avimark Files
	If you want to prevent other user categories from backing up your data onto another media, secure this function. The ability to copy your sensitive data onto a disk that can be taken off-site may be critical to your sense of well-being.


	ADM07
	Restore Avimark Files
	Secure this function if you wish to prevent other users from copying Avimark data from another disk or hard drive into Avimark.

Restored data will over-write any existing data that is currently in the \AVIMARK folder on the server computer.


	ADM08
	Rebuild Index Files
	If you wish to prevent staff members from running the Avimark indexing function, you will want to authorize this function to only those user Categories containing staff members you want to allow this authority.
WARNING!
The index rebuilding process in Avimark is a very sensitive process. It is required all computers be out of the Avimark program except the server which is where the rebuild will run from.
If the rebuild process is interrupted your Avimark program will not run properly until a complete rebuild is completed. This can require that Avimark not be used for an extended period of time while the rebuild completes. Also, rebuilding, while other computers are inadvertently using Avimark , can potentially corrupt data. Consequently, it is critical that only knowledgeable staff be allowed to use this function.


	ADM09
	Purge Files
	Purging out-of-date data from your files requires knowledge of which files would be appropriate to purge as well as the corporate authority to destroy computer data.

It is highly recommended for you to authorize this function to only Hospital Administration or management who have an advanced understanding of the Avimark program. If you are a new clinic or really do not have anyone who is advanced at this point, authorize this function to the Hospital Administration category. This will prevent anyone without a Hospital Administration password from being able to perform this function.


	ADM10
	Export to QuickBooks
	Secure this function if you want to prevent other users from generating the hospital's accounting data for importing into the QuickBooks® G/ L program.

Avimark will only include accounting data that was not included in the last generation of the report. Therefore, if someone generated the accounting data not knowing what they were doing it would directly effect the accounting data generated the next time you opt to do so.
Authorize this function to a user Category containing only staff members who handle the clinic's accounting information.


	ADM11
	Use Application Menu
	If you wish to prevent other users from accessing menu options from the Applications menu on the CID, secure this function. With this feature, users will be able to access other programs specified in this menu option.


	ADM12
	Send E-mail
	Secure this function if you wish to prevent other users from sending e-mail through Avimark.


	ADM13
	Export Patient Records
	This feature may be accessed from the CID patient area and allows users to export patient records to our Avimark Data Safe, and e-mail address, or removable media for other hospitals in which you are referring this patient to. 

Keep in mind, this information may only be opened and imported into an Avimark window and the other user must have the Avimark assigned User ID and Password. 
Due to the fact that patient records may be sensitive in nature, it may
be wise to secure this function.


	ADM14
	Import Patient Records
	Secure this function if you wish to prevent other users from importing patient records into the Avimark system.


	ADM15
	Change Printer Setup
	The Change Printer Setup function, when authorized to a User Group, gives the staff members contained in that User Group the ability to change the information located in the Printer Setup window.

Access the Printer Setup window through the Printer Setup option in the Utilities menu on the CID.

This window was previously located on the Printers Tab in Hospital Setup.

Because so many clinics want their staff to have the ability to change the printer setup information but not necessarily access all Hospital Setup options this window was moved and can now be accessed through the Utilities, Printer Setup menu on the CID.

You will find a link to the Printer Setup window on the Printers Tab of the Hospital Setup window. If you have made changes in the Hospital Setup window prior to clicking the Printer Setup link, those changes will be saved when you click the link.


	ADM16
	Change Label Printing User Options
	To prevent other users from changing User Label Values specified in Hospital Setup...Advanced Tab, secure this function.


	ADM17
	Change Document Site Options
	To prevent other users from changing Site Document Values, specified on the Advanced Tab in Hospital Setup, secure this function.


	ADM18
	Change Document User Options
	To prevent other users from changing User Document Values, specified on the Advanced Tab in Hospital Setup, secure this function.


	ADM19
	Change Client Information Display Site Options
	To prevent other users from changing Site CID Values, specified on the Advanced Tab in Hospital Setup, secure this function.


	ADM20
	Change Client Information Display User Options
	To prevent other users from changing User CID Values, specified on the Advanced tab in Hospital Setup, secure this function.


	ADM21
	Change Lab Machine Site Options
	To prevent other users from changing Site Lab Machine Values, specified on the Advanced Tab in Hospital Setup, secure this function.


	ADM22
	Change Lab Machine User Options
	To prevent other users from changing User Lab Machine Values, specified on the Advanced Tab in Hospital Setup, secure this function.


	ADM23
	Enter Options Maintenance Window
	To prevent other users from entering the Option Maintenance Window, found on the Advanced Tab in Hospital Setup, secure this function.


	ADM24
	Change System Site Options
	To prevent other users from changing Site System Values, specified on the Advanced tab in Hospital Setup, secure this function.


	ADM25
	Change System User Options
	To prevent other users from changing User System Values, specified on the Advanced Tab in Hospital Setup, secure this function.


	ADM26
	Change Site Location Options
	To prevent other users from changing Site Location Values, specified on the Advanced Tab in Hospital Setup, secure this function.


	ADM27
	Change Information Search User Options
	To prevent other users from changing User Information Search values, specified on the Advanced Tab in Hospital Setup, secure this function.


	ADM28
	Change New Change Remove User Options
	To prevent other users from changing User New Change Remove values, specified on the Advanced Tab in Hospital Setup, secure this function.


	ADM29
	Change WhoGot User Options
	To prevent other users from changing User Who got values, specified on the Advanced Tab in Hospital Setup, secure this function.


	ADM30
	Use Cash Drawer
	Authorize the Use Cash Drawer option to the categories containing, only, staff members you want to access the cash drawer.

Your cash drawer will be opened automatically when a payment is made.

The cash drawer can be opened at any by selecting the Cash Drawer option in the Utilities menu on the CID.


	ADM32
	Change Pet ID Card Information
	Allows user to view the Pet ID Wizard, if trying to make a change it will need a system administrator password.


	ADM33
	Change Dental Charts
	Authorizes users to make changes to patient's dental charts.


	ADM34
	Change Recurring Payment Information
	To prevent users from changing the Element Express information secure this option.


	ADM35
	Change SMS Login Options
	This function allows you to change the SMS login Options. 

	ADM36
	Change Account Payment Information
	This function allows you to change account payment information.


	ADM37
	Work With Built-in Utilities
	This function will allow hospital administrators to protect utilities that have been built into the program.


	ADM38
	Work With Network Administration
	This function allows you to see all users who are currently logged into the same Avimark Server that you are currently logged into.


	ADM39
	Download Utilities and Updates to Avimark
	

	ADM40
	Update Avimark
	

	ADM41
	Use Avimark Sidekick
	

	ADM43
	Change VetEnvoy Settings
	

	ADM44
	Add Note Annotations
	

	ADM45
	Import Column Customization
	

	ADM46
	Export Column Customization
	

	ADM47
	Reset Column Customization
	

	ADM48
	Change Column Customization
	

	ADM49
	Change Intelligent Inventory Options
	

	ADM50
	Change DICOM Site Options
	

	ADM51
	Change Avimark Sync Service Options
	

	ADM52
	Change Elavon Options
	

	ADM53
	Add/Edit/Remove Users in Users and Security
	option, by default, is added to user categories that have the ADM01
secured. This option can then be set to any other category allowed to perform this task.
Note: If a category has this option secured but they do not have ADM01, then the user will not be able to remove users in the categories that have
ADM01.

	
	System Tables
	

	TBL01
	Add New System Tables
	To secure the addition of tables to the System Tables window from being entered by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to add new tables to the System Tables window.

	TBL02
	Remove System Tables
	To secure the removal of a table from the System Tables window from being removed by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to remove tables from the System Tables window.
 

	TBL03
	Remove System Table Entries
	To secure the removal of table entries from the System Tables window from being removed by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to remove table entries from the System Tables window.


	TBL04
	Change System Table Entries
	To secure the changing of table entries' details in the System Tables window from being changed by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to change table entries' details in the System Tables window.


	TBL05
	Remove Audit Trail Entries
	To secure the addition, changing, and removal of table entries in the System Tables window from being entered by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to conduct these actions in the System Tables window.


	TBL06
	Add New System Table Entries
	To secure the addition of table entries to the tables in the System Tables window from being entered by any staff member, authorize this function to the user category containing, only, staff members whom you want to be able to add new entries to the tables in the System Tables window.


	
	Tests
	

	ANA01
	Add Analytes
	

	ANA02
	Change Analytes
	

	ANA03
	Remove Analytes
	

	TST01
	Add Tests
	

	TST02
	Change Tests
	

	TST03
	Remove Tests
	

	
	Time Clock
	

	CLK01
	Change Timeclock Entries
	Authorize the Change Time clock entries function to the user Category containing the individuals who will be managing employee payroll.

By authorizing the Change Time clock entries function to a user Category only individuals contained in the authorized user Category will have the ability to change the entries on a time clock.


	CLK02
	Remove Timeclock Entries
	Authorize the Remove Time Clock entries function to the user Category containing the individuals who will be managing employee payroll.

By authorizing the Remove Time clock entries function to a user Category only individuals contained in the authorized user Category will have the ability to remove entries on a Time Card.


	CLK03
	Enter Timeclock Notes
	Time Clock notes pertaining to the entries can be added from within the employee Time Card window.

To secure this feature assign the Add Time Clock Notes function to the user Category you wish to have the ability to add notes to the entries on Time Cards.

If you want all staff members to be able to attach notes to the Time Card entries do not authorize the Add Time Clock Notes function to any user Category. This will leave the function open to all staff members.


	CLK04
	Print Time Card Report
	Secure this function to prevent other users from being able to print the Time Card Report found under (menu) Utilities...Time Card Report on the CID.


	
	Treatment List
	

	TRT01
	Add New Treatments
	When using Work with...Treatments, secure this function to prevent certain users from adding new treatments to the list.


	TRT02
	Remove Treatments
	When using Work with...Treatments, secure this function to prevent certain users from deleting treatments from the list.


	TRT03
	Add New Treatment Categories
	Secure this function if you wish to prevent certain users from adding new treatment categories to the list.


	TRT04
	Remove Treatment Categories
	Secure this function if you wish to prevent certain users from deleting treatment categories. Unless authorized, those users would not be able to choose right-click...Remove and thereby delete any treatment category.


	TRT05
	Change Treatment Information
	When using Work with...Treatments, secure this function to prevent certain users from changing treatment information for any given treatment.


	TRT06
	Work With Associated Treatments/Items
	Secure this function if you want to prevent unauthorized personnel from linking treatments and/or inventory items to certain treatments or defining treatment group contents.


	TRT07
	Print Treatment List
	When using Work with | Treatments | Print | Reports, secure this function to prevent certain users from printing the treatment list report.


	TRT08
	Change Treatment Category Markup Percent
	

	TRT09
	Change Treatment Markup Percent
	

	TRT10
	Change Wellness Plan
	

	
	Wellness Plans
	

	PLN01
	Add Generation/Modify Wellness Plan Entries
	

	PLN02
	Remove Wellness Plans
	

	PLN03
	Modify Plan Price Individual Services
	

	
	Whiteboard
	

	WB01
	Add Whiteboard Entries
	Secure the addition of Whiteboard entries from being added by any staff member, by authorizing this function to user categories that contain, only, staff members that you want to add entries to the Whiteboard window.


	WB02
	Change Whiteboard Entries
	Secure the changing of Whiteboard entries on the Whiteboard window by any staff member, by authorizing this function to user categories that contain, only, staff members that you want to be able to change entries on the Whiteboard window.


	WB03
	Remove Whiteboard Entries
	Secure the removal of Whiteboard entries from the Whiteboard window by any staff member, by authorizing this function to user categories that contain, only, staff members that you want to be able to remove entries from the Whiteboard window.


	WB04
	Work With Whiteboard
	Secure viewing information on the Whiteboard window by any staff member, by authorizing this function to user categories that contain, only, staff members you want to be able to view the Whiteboard window.


	WB05
	Mark Postable Entries as Completed
	Secure the action of marking postable (not assigned the ( Q) action code) entries, on the Whiteboard window, as complete by any staff member, by authorizing this function to user categories that, only, contain staff  members whom you want to be able to mark postable entries as complete.


	WB06
	Mark Non-Postable Entries as Completed
	Secure the action of marking non-postable (assigned the ( Q) action code) entries, on the Whiteboard window, as complete by any staff member, by authorizing this function to user categories that, only, contain staff  members whom you want to be able to mark non-postable entries as complete.


	WB07
	Change Patient Check-in
	Allows user to change patient check-in information on the Whiteboard.


	WB08
	Remove Patient Check-in
	Allows user to remove patient check-in information from the Whiteboard.


	
	Worklist
	

	WL01
	Add Work List Entries
	Assign the Add Work List Entries function to all user Categories you want to be able to add new patients to work lists.

If you want all staff members to be able to add new patients to work lists do not authorize the Add Work List Entries to any user Categories. This will leave the function open to all staff members.


	WL02
	Remove Worklist Entries
	Assign the Remove Work List Entries function to all user Categories you want to be able to remove patients from work lists.

If you want all staff members to be able to remove patients from work lists do not authorize the Remove Work List Entries to any user Categories. This will leave the function open to all staff members.


	WL03
	Change Worklist Entries
	Assign the Enter Work List Notes function to all user Categories you want to be able to add notes on work lists entries.

If you want all staff members to be able to add notes on work lists entries do not authorize the Enter Work List Notes to any user Categories. This will leave the function open to all staff members.


	WL04
	Accept Work List Entries
	Assign the Accept Work List Entries function to all user Categories you want to be able to accept work list entries as in progress.

If you want all staff members to be able to accept work lists entries as in progress do not authorize the Accept Work List Entries to any user Categories. This will leave the function open to all staff members.


	WL05
	Renew Work List Entries
	Assign the Renew Work List Entries function to all user Categories you want to be able to change the status of entries on the work lists from In progress to New.
If you want all staff members to be able to change the status of entries on the work lists from In progress to New do not authorize the Renew Work List Entries to any user Categories. This will leave the function open to all staff members.


	WL06
	Transfer Work List Entries
	Assign the Transfer Work List Entries function to all user Categories you want to be able to transfer patients from one Work List to another.

If you want all staff members to be able to transfer patients from one work list to another do not authorize the Transfer Work List Entries to any user Categories. This will leave the function open to all staff members.


	WL07
	Post Work List Entries
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